## **How to Test Your Own Web Server against Mysql Vulnerabilities**

(Adapted from : https://www.instructables.com/id/How-to-test-your-own-web-server-against-mysql-vuln/)

Every programmer should take care of the security of their code and servers. This exercise demonstrates how a MySQL injection works and what you can do to prevent your own code from get used for other purposes that you expect it. After reading this, you will understand what a MySQL injection is, how it works technically and what you can do to protect your code.

### Step 1: Set Up a Database

To test your code, you will need a **MySQL** database and a running. This can be done using xampp on your PC/Hard drive or using MySQL Workbench.

### Step 2: Example Database

For our test case, we use a very basic database with two users. Passwords are protected using the [md5](http://php.net/md5) algorithm. Run this MySQL code on your database to create the tables:

### SET SQL\_MODE = "NO\_AUTO\_VALUE\_ON\_ZERO";

### SET AUTOCOMMIT = 0;

### START TRANSACTION;

### SET time\_zone = "+00:00";

### CREATE TABLE IF NOT EXISTS user2 (

### id bigint(15) NOT NULL,

### email varchar(255) NOT NULL,

### password varchar(32) NOT NULL

### ) ENGINE=InnoDB DEFAULT CHARSET=latin1 AUTO\_INCREMENT=3 ;

### INSERT INTO user2 (id, email, password) VALUES

### (1, 'admin@mysite.com', 'b655e3f4ae881514c4896b9cd707e4d2'),

### (2, 'guest@mysite.com', '5d41402abc4b2a76b9719d911017c592');

### ALTER TABLE user2

### ADD PRIMARY KEY (id);

### ALTER TABLE user2

### MODIFY id bigint(15) NOT NULL AUTO\_INCREMENT,AUTO\_INCREMENT=3;COMMIT;

### Step 3: A Short Excursion About Password Security

Since the computing power all over the world is growing very fast, **md5** is no longer a strong hashing algorithm. The used hashes in the database above are generated using the following passwords:

**b655e3f4ae881514c4896b9cd707e4d2** = top secret password that will never be cracked that fast  
**5d41402abc4b2a76b9719d911017c592** = hello

**TRY IT YOURSELF!**

Since there are things like rainbow tables, even google itself is a good password cracking machine. When you google "***5d41402abc4b2a76b9719d911017c592***", the first result is the clear text password. When you google "**b655e3f4ae881514c4896b9cd707e4d2**" you will get no result since the input string is just too long to get cracked using the brute force method. **So: Use long passwords that don't appear in any dictionary!**

You can use websites like :

<https://md5.gromweb.com/> to **reverse** a hash

<https://www.md5hashgenerator.com/> to **generate** a hash

## Step 4: Example Code

For testing reasons, we will use this little script. It opens up a database connection, creates a form and tries to find a user in the database matching the credentials entered (email and password). Just **save** the script in a **folder** and call the file "**mysql-injection.php**".

**Note:** You may have to update the database name if your database has a different name.

<?php

$connection = mysqli\_connect("localhost","root","**password**");

mysqli\_select\_db($connection,"**mysecureapplication**");

if (!empty($\_POST['email']) && !empty($\_POST['password']))

{

$query = 'SELECT \* FROM `user` WHERE `email` = \''.$\_POST['email'].'\' AND `password` = \''.md5($\_POST['password']).'\'';

echo 'Used query: ',$query,'<br /><br />';

$result = mysqli\_query($connection,$query);

$matches = mysqli\_num\_rows($result);

if($row=mysqli\_fetch\_array($result))

{

$user = mysqli\_fetch\_assoc($result);

echo 'Hello '.$row['email'].'!';

}

else

{

echo 'Invalid credentials!';

}

}

?>

<form method="post" action="mysql-injection.php">

<p>Log in to get privileges!</p>

Mail: <input type="text" name="email" value="<?=!empty($\_POST['email']) ? $\_POST['email'] : ''?>" /><br />

Password: <input type="password" name="password" value="<?=!empty($\_POST['password']) ? $\_POST['password'] : ''?>" /><br />

<br />

<input type="submit" name="submit" />

</form>

## Step 5: Testing Your Script (Note: If you are doing this in XAMPP run it from XAMPP!!)
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Click the blue PHPServer button :

(Or right click PHPServer : Serve project)

This should automatically open a browser for you.

In most cases the URL is [http://localhost:3000/mysql-injection.php](http://localhost:3000/mysql-injection.php )

We now can test the login with the following credentials:

|  |  |
| --- | --- |
| **Username** | **Password** |
| admin@mysite.com | secret password that will never be cracked that fast |
| guest@mysite.com | hello |

As you can see in the screenshots, the script returns a "Hello <email>" to proof that your login credentials were correct. Use any other combinations to get an "Invalid credentials!" error. This is a working user authentication. But it’s very dangerous. Check out the next steps to see, why.

## Step 6: What’s happening behind the scenes..

Since the script outputs the database query that is used to select the correct user, you can see what is going on behind the scenes. When you login as admin the following query:

**'SELECT \* FROM `user` WHERE `email` = \''.$\_POST['email'].'\' AND `password` = \''.md5($\_POST['password']).'\''**

is computed to:

**'SELECT \* FROM `user` WHERE `email` = \'admin@mysite.com\' AND `password` = \''.md5('top secret password that will never be cracked that fast').'\''**

and then to:

'SELECT \* FROM `user` WHERE `email` = \'admin@mysite.com\' AND `password` = \'b655e3f4ae881514c4896b9cd707e4d2\''

and what is sent to the MySQL database is:

SELECT \* FROM `user` WHERE `email` = 'admin@mysite.com' AND `password` = 'b655e3f4ae881514c4896b9cd707e4d2'

**So,** it just selects a user by its email address and password. In this case, this is insecure because of the e-mail validation. The variable ***$\_POST['email']***is not secured before it is attached to the query, so we can inject a lot of evil things here. The ***$\_POST['password']*** variable is passed to md5() before its concatenated to the database query, so this is "accidentally safe" since md5() only returns numbers and characters and nothing that could crash our query.

## Step 7: Hack It!

As we learned in the previous step, ***$\_POST['email']*** is our backdoor. So, when you enter the following email, you can login as any user you want.

For the user with id 1:

Mail : **test@test.ie'** **OR `id` = 1 OR 1 = '**

Password : **anything you want**

For The user with id 2:

Mail : **test@test.de' OR `id` = 2 OR 1 = '**

Password : **anything you want**

As you can see, the used MySQL query is the following:

**SELECT \* FROM `user` WHERE `email` = 'test@test.de' OR `id` = 1 OR 1 = '' AND `password` = '098f6bcd4621d373cade4e832627b4f6'**

Since there are no brackets in the query, we can stop the string by just passing a ' in the email. After the ' we can modify the query itself. So we just add another "OR" condition that relates to the user id. This makes the email and the password obsolete since MySQL stops checking the condition as soon as one "OR" condition is true. Therefore, if there is a user with the id "1" in our database, we are logged in.

![](data:image/png;base64,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)

## Step 8: Protected Your Code

To make this code secure, just escape the users input. This can be done, for example, by using the method [mysqli\_real\_escape\_string](http://php.net/manual/de/function.mysql-real-escape-string.php). Another function may be [addslashes](http://php.net/manual/de/function.addslashes.php). So a "**secure**" solution would be using:

**mysqli\_real\_escape\_string($connection,$\_POST['email'])**

instead of

**$\_POST['email']**

So this is the final php code:

**$query = 'SELECT \* FROM `user` WHERE `email` = \''.mysqli\_real\_escape\_string($connection,$\_POST['email']).'\' AND `password` = \''.md5($\_POST['password']).'\'';**

And the computed query is:

**SELECT \* FROM `user` WHERE `email` = 'test@test.de\' OR `id` = 1 OR 1 = \'' AND `password` = '098f6bcd4621d373cade4e832627b4f6'**

So as you can see, the single quotes in the string are now escaped and no longer ending the mysql string. This causes the query to search for the following email address:

**test@test.de\' OR `id` = 1 OR 1 = \'**

And of course, this will fail, since there is no matching email in the database.